
System Disaster Recovery:
Tips and Techniques

Jason M. Goertz
Systems Engineer
Hewlett-Packard

Bellevue, VVashington

INTRODUCTION
Since its introduction in 1973, the HP3000 has proved

to be one of the most reliable computer systems ever
built. Hardware reliability is extremely good, with a
minimum of downtime in the case of most users. An
extensive field 'operation exists in the Customer 'En­
gineering Organization which, in most cases, can diag­
nose and repair failing hardware in a very short amount
of time. For the really sticky problem that does occur,
there exists a large team of engineers in the various
manufacturing divisions which backs up the field per­
sonnel. This, coupled with a computerized parts in­
ventory system in the field, assures the user that the
fastest possible repair will be made to his system.
Software reliability is also very good. This is due in a
large part to HP's policy that the operating system and
subsystems will not be modified by field personnel or by
customers, as i~ the case with many vendors. Along
with this, software distribution is handled by the local
Field Software Coordinator, giving the field a fair
amou~t of leeway in exactly what software is released
to an individual area,' while maintaining a reasonable
amount of central control.

Unfortunately, all things created by the hand of man
are built with imperfections, and this includes computer
systems. This paper will deal with the event that these
imperfections manifest themselves in such a way as to
destroy, or threaten to destroy, the integrity of the sys-

.tem and, of more importance, the data stored on the
computer system. This is always more valuable to the
owner of the computer than the machine hardware it­
self.

Causes of this system (and data) integrity loss are
many and varied. Usually, a severe hardware failure
such as a disc head crash, will cause data to be lost.
Many times" a natural occurence (an "Act of God" as
the service contract puts it) against which the hardware
cannot protect itself will be the culprit. An example
might be a severe lightning storm which causes power
fluctuations or surges. Software is not free from blame
either. Software failures are generally caused by a spe­
cific bug which has not been fIXed, usually in the operat­
ing system. A recent example of this is the PTAPE in­
trinsic. There were calls to ATTACHIO in PTAPE that

were hardcoded to writ~ data to areas in virtual memory
on LDEV 1. With the advent of multi-spindle virtual
memory on MPE-IV, this became a disasterous situa­
tion. A data segment could be built on LDEV 2 or
another system domain disc, but PTAPE would write it
to the corresponding location on LDEV 1, causing a
clobbered directory, system code etc. ,Many times
human beings are the cause of integrity' problems. A
good example of this is stopping the system while it is in
the process of coming up, for whatever reason. This
can, and usually does, result in a system which will not
boot at all.

In any case, loss of integrity results when the system
cannot be started. In other words, INITIAL will not
complete the startup procedure, and the user is left with
a system that will not come up, with all his data on disc
and apparently inaccessible. Or is it? This paper will
attempt to describe how to recover the system, and the
data.

In the following pages, we 'will discuss the following
topics:

1. How to prepare for a system disaster.
2. Reasons for loss of system integrity.
3. What to do to recover data.
4. Description of utilities to help prevent system

problems, and recover the system should this be­
come necessary.

It should be remembered that many' of the sugges­
tions presented in the following pages are the "ideal
case~" and are not absolutely necessary for a well man­
aged system. Many users, for reasons of economy or
time, cannot follow all of these suggestions to the letter,
and do quite well with their systems.

PREPARATION FOR DISASTER
The following are suggestions for what to do before

the system gets into a state where it is unusable. While
some of them may seem quite obvious, it is surprising
how the basics are often times overlooked. As with al­
most anything, "be prepared" is the rule of the day if
one is anticipating a bad situation.

In all but a few c~ses, a system which will not start
probably. has corrupt system ftIes and data. In a few
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spe,cific instances (covered later) this can be fIXed and
the system brought up. However, 95% of the time, a
reload is in order. It is important to realize this fact. A
reload may, and probably will, be necessary to recover
the system. This point cannot be emphasized enough.
The only good way to build a corrupt system, is not to
try to fIX ,what is wrong, but to totally start over and
build a new system from scratch. Many people try to
avoid this step and fmd themselves in an even worse
situation than before. It is very important that the sys­
tem manager who fmds himself having to recover the
system accept the fact that the system will be down for
a while.

Doing a reload may not be as bad as it sounds. There
are five options on a reload: SPREAD, RESTORE,
COMPACT, ACCOUNTS, AND NULL. A full de­
scription of what these do can be found in section 6 of
the System Manager manual. Briefly, though,
SPREAD, RESTORE, and COMPACT will attempt to
load allftles onto the system. Since the typical system
manager will be doing the recovery in the midst of angry
users ringing the phone off the hook, it is to everyone's
best interest to get the system up as soon as possible.
Thus, the ACCOUNTS or NULL option, which do not
load all fIles, should be used. A later section will deal
with exactly when to use which of these two options.

In order for a reload to be done, however, there must
be something to reload from. This brings us to the first
and by far the most important preparation to be per­
formed. That is, have a good Sysdump set available at
all times. Again, this point cannot be overemphasized.
We will defme a "good Sysdump" as being one that has
an intact and up to date version of MPE on it, a good
directory, and the most recent user fIles on it.

The most important contribution toward this goal is
to perform regular Sysdumps. A periodic schedule of
dumps is highly recommended, and must be adhered to.
A full Sysdump every day would be ideal, but many
users simply cannot afford this, in terms of system
down time, operator cost and tape cost. The next best
solution to this is to do a weekly Sysdump, then partials
to the last full on the other days of the week. Generally,
most users do the full dumps on Monday, Friday, or on
the weekend. This is the most common method, and
provides adequate Sysduqlp coverage at a minimum of
downtime and cost.

There is one additional thing the Sysdump provides
which many users overlook, and that is the listing that
comes out when the dump is over. This listing includes
the fde dumped, what disc it was on, what the disc
address was, and what reel of the dump it was stored
on. Appendix A contains a sample output. As we will
see later, this document is essential to being able to
recover data. Many times, people do not generate the
list because it is too bulky, etc. It is worth the trouble!
It's one of those things you will desperately need when
you can't get it. It is handy, too, for fmding which reel of
the dump a particular fIle is on when it is necessary to
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restore one during normal system operation. Store all
, listings for any Sysdump set that is currently valid. It is

a good idea to keep the full dump listings together with
other full listings, partial listings with partials.

I It is very important to have the Sysdump tapes, as
well as the Sysdump listings, stored in a location where
they are readily accessable to the person recovering the
system. Many users, just for safety, store the previous
full set offsite. This is a good idea, since a fife could
wipe out all hardware and tapes. An offsite copy would
insure that some kind of system could be rebuilt, even if
it were a week old.

The Sysdump is of little use, however, if the the data
on it is unreadable. Use newer tapes if possible for the
backups. At least keep the tapes cleaned regularly, and
don't use a tape more than a ,few times before being
cycled out of the Sysdump sets. This, of course, varies
with how often the tape is used and the quality of the
tape. There are a few programs in existence to verify
that a Sysdump tape set is good, which will be described
in detail later under UTILITIES. These, at best, only
give an idea that the tape is good, since only the fIle
labels are really checked for integrity. But at least parity
errors will usually be detected.

In addition to the Sysdump tape sets, the system cold
load tape should be kept onsite at all times. This tape is
a special form of the Sysdump tape, usually containing
only MPE, system and subsystem files (@.PUB.SYS).
This tape is generally made by the account SE at the
time a new version ofMPE is loaded onto the system. It
is advisable to keep the cold load tape for the current
version of MPE, as well as the previous version, just in
case it becomes necessary to go back one release. The
reason this tape is valuable is so that if problems arise, a
known, "good" version of MPE can be loaded onto the
system. This can be done with the UPDATE option.
Most users keep an additional cold load tape, this one
reflecting all configuration changes. This is a good idea,
although the UPDATE from the HP made cold load
tape will not affect the configuration. If this additional
'tape is desirable, an UPDATE from the HP made tape is
advisable before the configuration changes are made.
This is to prevent any "glitches" in the version ofMPE
on disc to propagate through the cold load tape(s).
'Along the same line, an update before each full sysdump
is also a good idea, for the same reasons. This has' an
additional benifit, that being that regular cold loads are
performed. My Customer Engineer friends tell me that
the customers that do a cold load regularly have fewer
problems than users who don't.

An absolutely necessary tape set to have is the diag­
nostic tape set. For Series 111111, this consists of two
tapes, a CPU diagnostic tape, and a Non-CPU diagnos­
tic tape. On the HP-IB machines (Series 30/33/44/64),
one tape or floppy is used, called the Diagnostic Utility
system (DUS). The DUS contains both CPU and
peripheral diagnostics, including SADUTIL and
SLEUTH, combined. CPU diagnostics are used almost



exclusively by the CE's, while the Non-CPU diagnos­
tics can be utilized by users. Indeed, this paper deals
primarily with that very subject. Again, this diagnostic
tape or tapes must be created when the system is opera­
ble. Waiting till "later" to make the tape could spell
trouble. Whenever a new version of MPE is installed, a
new set of tapes (or DUS) should be created. This is
because the diagnostics are updated along with MPE
and the subsystems.

Finally, it is a good idea to keep some sort of list of
accounts, groups, etc that the system currently has. A
:REPORT listing would serve very nicely. While this
would not be necessary to recover the system, it will
'fierve as reference from which to decide which accounts
to reload frrst. This would be the case if production
accounts were to' be brought back online before devel­
opment. Some suggestions as to what to put on this list
would be:

1. Prioritization of accounts, groups etc that are to be
recovered, so that the most critical can be brought
back frrst.

2. A list of all critical files that might have to be re­
covered. This should be a list of MPE ftIe names,
so databases should be listed as DBOl, DB02, etc.

REASONS FOR LOSS OF INTEGRITY

We have seen the types of things that. are necessary to
prepare for a system integrity loss. We will now discuss
exactly what causes the system to become inoperable,
and what we can do to bring the system back, and re­
cover all the data.

As has been said before, the time when danger of
system integrity loss i~ highest is when the system is
down and will not come up. While it is possible to have
a running system and have most of the data corrupt, at
least MPE is still running, and we have the aid ofit and a
host of utilities, plus the ability to restore older versions
offtIes , etc. Most sites do not routinely bring the system
down at night. Instead, they leave all ~ardware powered
on and MPE running. The question is really one of how
the system gets to, the down state. The most common
cause here is the system interruption, or more specifi­
cally, the system failure, system hang, and system halt.

A system failure occures when some part of the MPE
system calls a procedure called SUDDENDEATH. An
integer number is passed to SUDDENDEATH, which
is printed in a system failure message along with the
current hardware status and return addres~ of the cal­
ling entity. These calls are placed in the code by the
MPE lab purposely, and are used when an "impossible"
situation is encountered, and MPE cannot continue
running. The system hang can be caused for an infmite
number of reasons. It usually ends up being caused by a
hardware resource which ceases to function. Eventu­
ally, every user on the system asks for that resource,
causing everyone to wait. A slightly different variation

i~ when a hardware device ties up a system table, and
everyone suspends when they try to access that table. A
silent halt is similar to a system hang, except that the
hardware is in a state in which it cannot run. During a
system hang, the hardware will run, but since everyone
is suspended, it is never asked to. Silent halts are gener­
ally caused by bad hardware, although there are a few
software problems that can canse them.

The standard way to recover from any of the above
three system problems is to:

1. Take a memory dump.
2. WARMSTART.
3. Print off all spoolftIes.
4. Load system with UPDATE option from a good

cold load tape.
5. Log failure and recovery action.

Step four is one reason why it is a good idea to keep a
good cold load tape available. rhe cold load will get the
system back to a known good copy of MPE, which may
remove the source of the problem. If the failure then
re-occurs, a more serious problem is indicated, and the
local PIeS center should be consulted. Step 5 is often
overlooked in the haste of the moment. It is important
to keep track of what kind of failure occured, and what
actions were taken in case the problem escalates in sev­
erity. The Gold book supplied with the system is a good
place to log these facts, and places are provided under
"Historical Records." This becomes very valuable to
the SE/CE who must try to piece together a history of
the system's problems in order to locate any trends.
This history is absolutely essential to correcting certain
very sticky system problems.

One thing to be noted here is that the failure (hang,
halt) is not necessarily the cause for the system integrity
loss. In other words, the ·failure itself does not go out
and cause data to be corrupted. What the failure can_do
is indicate the source of the problem. For instance,
something might have, at some point in time, caused the
ftIe label of a system file to be destroyed. When the
system tried to access that system fde, a system failure
occured. If the ftIe is a critical one, such as an 10 driver,
it is probable that the system would not come up. The
failure did not cause the system ftIe corruption, but in­
dicated that the ftIe was, indeed, corrupt. In the pro­
cess, the system got into a state in which it could not or
would not start. A variation of this is when the system
interruption occurs during the updating of a critical re­
source. The net result is the same: a corrupt system.
The system is now down and will not come up. In the
above example, a cold load may have solved the prob­
lem. But let us assume it would not. We now have a
system which has a corrupt operating system, and will
not come up unless the system is rebuilt from scratch.
In other words, we have to do a reload. Thus, system
failures can lead to the situtation in which user data
must be recovered.
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WHAT DO WE DO NOW?

Before discussing how we would save the fues, a
couple of special "system won't come up" cases should
be discussed. One is the situation in which the system
was stopped in the middle of a startup. This usually
happens when the person doing the startup is in a hurry,
and'in his haste aborts the startup before it has com­
pleted. When another start is attempted, INITIAL dis­
plays a message saying something to the effect of:
"ALL VOLUMES NOT PRESENT. MOUNT COR­
RECT VOLUMES OR RELOAD," or "VOLUME
TABLE DESTROYED - MUST RELOAD." The ,rea­
son for this is that in the startup process, INITIAL does
several things to insure that the system is in a startable
state. It updates the Cold Load ID, which is a number
that is stored in the system and changed every time the
system is started. The Cold Load ID is kept in many
places, and only at the end of the startup procedure can
we be sure that all places have been updated with the
new number. One of the locations the Cold Load ID is
kept is the Volume Table, which has a listing of all disc
volume names. If the Cold Load ID in the Volume
Table does not match the Cold Load ID kept in the disc
volume label, (sector 0 of the disc), then INITIAL as­
sumes something is awry, and will not let the system
come up.

In most cases, the system can be brought up safely at
this point. The problem is to get INITIAL to ignore the
Cold Load ID's. This is done by zeroing out the cold
load id's, using the HP utility SADUTIL, which will be
discussed in detail a little later. Below is a list of the
locations of the Cold Load ID that INITIAL checks,
plus a few other things that should be set on disc.

1. Word 7 of Sector 0 of every system domain disc.
2. Word %12 of the Disc Cold Load Table, located on

LDEV 1.
3. Word 1 of the Volume Table (on disc). The Vol­

ume Table is pointed to by words %124-125 of the
Cold Load Information Table.

4. Word %32 of the Disc Cold Load Table contains
bits which tell what the previous load was. While
not absolutely necessary, this should be zeroed
out.

A full summary of this procedure is in Appendix B of
this paper. It should be noted that this procedure will
not always work, and the locations of the data on disc
can·be changed by the·MPE lab at any time. This is, at
best, a kludge which can get a system up and running in
very few cases.

Another special case is that the directory itself is cor­
rupted in such a way as it needs to be rebuilt. In this
case, it is necessary to build an empty directory (which
the ACCOUNTS option does not do) and then rebuild
the accounting structure. The easiest way is to use a
utility called BULDACCT. This creates two
jobstreams. The first builds all the accounts, and the
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second logs on as the manager of all those accounts and
builds users, groups, private volumes, etc. The full se­
quence of events for this would be:

1. Do a full Sysdump. This will have a corrupt direc­
tory ,on the tape, but that doesn't matter.

2. Log on as MANAGER.SYS,PUB and run BUL­
DACCT. This creates two fues, JOBACCT and
JOBACCTB.

3. :STORE these two fues on a separate tape.
4. RELOAD from the full Sysdump, using the NULL

option. This builds a system with PUB.SYS,
MANAGER.SYS and only system fues.

5. :RESTORE the two files off the tape.
6. :STREAM JOBACCT. This will build the ac­

counts, then stream JOBACCTB, which builds the
rest of the account structure.

7. :RESTO~E @.@.@ from the full'sysdump.
Again, thi~ is only a special case. Usually, the system

can't be patched together like this, and a reload is in
order. It should be noted that BULDACCT is a user
written, unsupported utility.

What happens when, after all you try to do, the sys­
tem still won't come up? How can data be recovered?
The main thing that can be done at this point is to reload
the system using an ACCOUNTS option, then restore
the most critical user fues fIrst, and get the most impor­
tant applications up and running. To do this, use the list
of accounts, ftIes, and users that was discussed in Prep­
aration for Disaster. The critical issue is how to recover
any data that may have been updated since the last
backup. In some cases, there may have been no updat­
ing of files, then there is no problem. Another case may
be that the transactions lost may be easy enough to
recreate that recovery with SADUTIL is not warranted.
In either case, bring the system up as quickly as possi­
ble.

At this point, data recovery of the system is critical.
To take the data off of disc and store it to tape, we use a
utility called SADUTIL. This is a standalone utility
which is on either the non-CPU diagnostic tape (Series
IIIII!) or the Diagnostic Utility System Tape/Floppy
(HP-IB machines). SADUTIL is written so that all the
important functions of MPE, such as the ability to talk
to 10 devices, read and write to disc, and interpret
commands are all contained in one program. Indeed,
SADUTIL is essentially a small MPE. In addition, it
must fit in Bank 0 of memory. For this reason,
SADUTIL does have some limitations, which will be
discussed later.

SADUTIL has many functions, but the primary ones
that we are concerned with are the SAVE function,
which takes fues off of disc and writes them to tape; the
PDSK function, which prints areas of disc; and the
EDIT function, which allows disc locations to be mod- ~

ified. SADUTIL, as well as several other very handy
MPE utilities, is fully documented in the MPE
UTILITIES manual.



We will assume that the diagnostic tape/DUS is
made, (which won't be possible if the system is down)
the fIrst step is to load SADUTIL. On Series 111111, this
is done by the front panel. On the HP-IB machines, the
LOAD button is pressed, and the DUS is loaded into
memory. SADUTIL is then selected, and is run by the
diagnostic loader. SADUTIL then asks if any configura­
tion changes are to be made. All discs, including floppy
drives, must be configured at this point. SADUTIL
does not look at the MPE configuration fIles, but rather
has its own internal configuration array. This array can
be changed later by using the CONF command. Mer
all configuration changes have been made, SADUTIL
prompts the user for a command. This could be a
SAVE, PDSK, EDIT or any other SADUTIL com­
mand. These commands are listed in the MPE Utilities
manual SADUTIL section. Some commands require
additional dialog, while others do not.

To save files, enter the ·SAVE command, and
SADUTIL prompts for either the file name, or the disc
address. Notice that using the fIle name assumes the
directory is intact. It is better to use the disc Idev and
address, which can be obtained by the Sysdump listing.
If the file is one that has been created since the last
Sysdump, then it will be necessary to use the fue name,
or use the PFIL command to obtain the disc address.
Both of these options assume the directory is intact.

One of SADUTIL's limitations should be mentioned,
as it can affect the way recovery can be done. First,
SADUTIL cannot handle tape switching. This means
that if a file set is given which will span more than one
reel of tape, the recovery will terminate. The list of
important fues to recover rnentioned in the Preparation
section should include a fuesize for each fIle listed. This
is so the proper amou~t of tape can be estimated. It is
very iJnportant to back large files one at a time, putting
them on a separate tape. It is possible to enter the
names one at a time to the SAVE command, and only
terminate the list when the end of the tape is near. If a
fde does spillover, then SADUTIL must be restarted.
The file will not be damaged on disc, but the copy on
tape cannot be used. Therefore, that fIle must be saved
again on another tape. Be sure and keep a'written log of
what ftIes are saved in what order on what tapes. This is
useful later when these tapes are used to restore the
fdes.

After' all fIles have been saved by SADUTIL, the sys­
tem must be reloaded. As a rule, the ACCOUNTS op­
tion is the fastest way to reload and get applications
back online. Before starting the reload, there is one
thing that should be done to insure that a complete re­
load is penormed. INITIAL will not reload all of MPE
(ie, it assumes that some MPE on disc is valid) if the
disc volume label is good. Therefore, it is a good idea to
force initial to bring all of MPE offof tape by destroying
the volume labels on the system volumes. This is done
by using SADUTIL's EDIT command, or use
SLEUTH(Series II/III) or SLEUTHSM(HP-IB ma-

chines). Appendix C has a sample dialog of how this is
done with SLEUTHSM. SLEUTHSM is documented
in the Diagnostic Manual Set.

After the ACCOUNTS reload is done, the fIles are
:RESTORED back to disc, partial tapes fIrst, then the
full tapes. The full tape should be restored with the
KEEP option on the :RESTORE, to insure that fIles do
not get written over by older versions of the same ftIes.
This is where the prioritized list of fIles, accounts,
groups, etc, comes in handy. Restore the fIles in order
of prioritization, and this will guarantee the shortest
time to applications being back online. This list may be
deviated from, since how critical an application is can
vary drastically. An accounts payable application will
not be as critical if bills were payed the day before as it
might be otherwise. After the restore(s) are done, the
files must be restored from the tape(s) created by
SADUTIL. This is done using the utility RECOVER2.
RECOVER2 will prompt for fIle sets and names, and
give the option of keeping fIles already on disc. Always
overwrite the version on disc, since the ftIe on the
SADUTIL tape will always be more current than' the
version on the last partial. Appendix D has a full
SADUTIL dialog, showing how to list and save fIles,
then how to run RECOVER2 when the system is up.

UTILITIES
As we have seen, in order to recover files off of disc

and perform other functions, proper softwar~ tools must
be used. We have discussed two of these, SLEUTH and
SADUTIL. These, however, are of use only when the
system is being recovered. It should be emphasized that
prevention is more important than cure, and that all
bases must be covered before disaster strikes. The fol­
lowing is a list of the Utilities that exist for prevention,
and their function. Some are not HP supported', and
should be used with the same caveats as any other un­
supported utility, such as SOO, IOSTAT, etc.
SLEUTH - Standalone diagnostic that exercises

peripheral devices. Used primarily to format disc
packs. HP supported.

SADUTIL - Standalone diagnostic that allows ftIe re­
covery when system is down. Also allows ~odifi­

cation of disc areas, disc condensation, printing of
ftIe information (variation of :LISTF). HP sup­
ported.

RECOVER2 - Used to restore the tape created by
SADUTIL. Used after system is up and running.
HP supported.

BADLABEL - Checks validity of disc fIles. Tells if
anything is wrong with a file label, including
whether or not the extents point to free space, or
to the extents of another ftIe. Used as preventative
measure. User written, privileged.

VALIDATE - Checks sysdump tape to see if ftIe
labels are valid. Checks to see if parity of direc­
tory or MPE portion of tape is good. Also prints
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out creator data, etc. Similar to old utility, STAN.
User writ~en. .

BADFILE - Used to tell what the last fIle on a Sys­
dump tape is, if Sysdump aborts. User written.

FLUTIL3 - Used to display and modify any portion of
a fde label on disc. Used also to Pllrge any bad
files. User written, privileged.

BULDACCT - Used to rebuild accounting structure of
system. Will not always work if directory is cor­
rupt. User written.

GETFILE2~ Used to restore fdes off of :STORE and
Sysdump tapes if creator does not exist on the
system. If run with PARM=I, a SADUTIL tape
can be restored. User written, privileged.

DISKED2 - Utility which performs the SADUTIL
EDIT function. Allows online mo.dification of disc
locations. HP supported.

CONCLUSION

In summary, there are several st~ps which lead to

maintaining system integrity, and to recover it if lost:
1. Do consistent, regular backups. Validate tapes to

insure that they are readable· to the system.
2. Maintain a library of all documents and software ~

necessary to recoverthe system. This includes full .....
listings from. Sysdumps, current diagnostic tapes,
and listings of critical application information (file
names, etc.)

3. Keep accurate records of all system interruptions,
and what action was taken.

4. If the system won't come up, use SADUTIL and
. SLEUTH to recover ftles.

S. Reload system using ACCOUNTS option, then re­
store critical ftles first. Use RECOVER2 to restore
ftles saved with SADUTIL.

Following these suggestions' will, along with some
common sense, provide the necessary procedures to in­
sure that the 'HP3000 provides quality service to the
users. My sincere wish is that no one will ~ver have to
use the information in this paper.

APPENDIX A

The following is a sample output listing of Sysdump. and what reel of the dump it was stored on.
This shows the ftIe dumped, where it ~s located on disc,

FILE al~ROUF' , AI:COUt~T '_DN ADDRES;S '~lOLUME

8A()LABEL t PfJB .I~OERTZ 1 ~73067 1
~

8At·~tiER · FaiJE: · I~CIERTZ 1 ;·:73143 1
C:OPYL 18 • F'IJ'B , J~r:fERTZ 1 ~~73400 1
r:;JP)·'L I Bf( , F'fJE: .I~OERTZ 1 ~75754 1
I:RASH t F'fJB .GOERTZ 1 ~~7334 0 1
C:RASH2 · FlUB aI~CIERTZ 1 ~'~73351 1
I:RASH2P , FlUB ,I~OERTZ 1 ~·:77257 1
,:RASHP • F'UB •I~OERTZ 1 ~77324 1
,I::RASHU I FlUB I CiOERTZ 1 ~; 146011 1
[)8BLIFFER. F'LIE: , CiC'ERTZ 1 ;-:77371 1
(>8l..r IZARD. F'IJB , CjlJERTZ 1 ~-~774 07 1
[)ECOM3 I F'ljE: .I::;OERTZ 1 ~.~ 14c;,322 1
()ECOMF'6 I F'IJ8 , '~C'ERTZ 1 ;.: 146453 1
() J Rt-1ATCH , F"JB , (~OERTZ 1 ;':73223 1
[) I ~3CADDR . PijE: , GI)ERTZ 1 ~~775 07 1
():~C;At~ • F'fJE: , '~OERTZ 1 ~~77522 1
i)SCAt~TST • PfJB al~OERT2 1 ~146604 1
[)UAt4E , F'lIB aCi(tERTZ 1 ~146616 1
()Wt~TST aF'IJS ,GOERTZ 1 ~147156 1
()l\lt~TS TP • F'fJE: • J~IJERTZ 1 ;':147175 1
Et'~TR'lPt~T , FalJB aJ~OERTZ 1 :~147203 1
E··lERI~Rt4 , F'fJB ,I~OERTZ 1 ;~ 14721 3 1
E~<At'1F'LE aPfJB I J~OERTZ 1 :'--:147275 1
E~'{At1PLEP • PiJE: •I~CIERTZ 1 :'-;:147465 1
FLABEL • PiJB ,I~OERTZ 1 ;~ 147476 1
FLltr1IT · F'fJB .GOERTZ 1 :':147642 t
FLUTIL3 · F'lfB II~OERTZ 1 ~147705 1
FORTRAN .PUB · J~OERTZ 1 ;.: 147764 1
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FTHLIST .PUB •t~OERT2 1 ~227775 1
FTNt~E:W •PIJB •J~OERTZ 1 ~77614 1
FTt~USL .PUB .GOERTZ 1 ;'::232341 1

r GETSTRt~G • PIJB .1~OERT2 1 ~: 15 0564 1
GRDSCHMA,PUB ,I~OERTZ 1 ~~ 150572 1
J:iRDTEST ,F'IJB · ':;CIERTZ 1 ~~154731 1
t:;RDTSTF .PUB ,1~OERT2 1 ~154740 1
ID • F'IJB .I~OERTZ 1 ~.; 154755 1
I DI~I:;Et~ ,PLJB .GOERTZ 1 ~154766 1
K:=:Ar1RBLD, PIJB · J:;OERTZ 1 ,:232652 1
LAB JOB • PLiE: · I~I)ERTZ 1 :.~ 154777 1
LIBREST , PIJB · '~('ERT2 1 ~232714 1
LIMI:HHG , F'IJB · I~'JERTZ 1 ~~155006 1
L=3TALL'JC: . F'IJB , (~C'ERTZ 1 ~.~ 1 If. 2677 1
PIes · PiJB ,I~OERTZ 1 ;~162707 1
PI (::32 , PIJB •'~CIERTZ 1 ;~162714 1
PICTEST • PJJB .I~OERTZ 1 ;~ 162720 1
PICTEST1 . F'IJB ,1:-iOERTZ 1 ~~233025 1
FIR I t4TER I F'fJB · I~OERTZ 1 ~~23304 0 1
.)D I SPLAY, PIJB · I~OERTZ 1 ~233054 1
RiM:=< • PIJ8 ,GOERTZ 1 ~~233140 1
SE'~P~:OG • PfJB , I~')ERTZ 1 ~234675 1
~3EF'32S' , F'IJB , '~C'ERTZ 1 ~'~23471 0 1
SETC(tBCJL . F'iJB , J~OERTZ 1 ~'~234716 1
SETTDPC , PIJB ,I:;OERTZ 1 ;~234723 1
SL • F'IJB , CiOERTZ 1 ~~234731 1
:3t.2 • F'IJ8 t (iLIERTZ 1 ;.~ 2 3 5 07 If. 1
SLPr1AP · PijE: ,GOERTZ 1 ~~235243 1

.r' =3LF'1'1APF' , PiJti I i~CiEk:TZ 1 ~~23544 I) 1
:3LPt'1AF'I~ · F'tjE: , J:iOERTZ 1 :"~2354E,6

St1 • F'IJE: , i~ (I E f;~ TZ .1 ~';235646 1
SO(- • F'IJE: , Ci(IERTZ 1 ~'~2377 04 1
SP[)48 00 • F"JE: , r~CIEF:TZ 1 ~'~235f,63 1
~:PL • F'ljE: , GCIERTZ 1 ~'~24 0347 1
~::f'L2 · F'iJE: , GIJERTZ 1 ~'~235E, 71 1
SPLLAB , F'IJB · J~OERTZ 1 ~'~24 I) 073 1
SPLLAB2 , FlUE: I (~OERTZ 1 ~235715 1
~iF'LLAB3 • F'IJB , J~OERTZ 1 ~'~241327 1
:=:F'LSTD I F'JJE: · GC'ERTZ 1 ~'~240117 1
SPLXREF , PIJE: , I~OERTZ 1 ~~241542 1
SU~3T~:ACK • PiJB • I~CIERTZ 1 :'~241620 1
St.JITCH • F"JE: · '~OERTZ 1 ~~241650 t
TAF'ELAB • F"JE: , C~CIERTZ 1 ~:241664 1
TERt1 I D · PiJE: , l~t)ERTZ 1 :"~241676 1
TEST · F'UE: · ':l!)ERTZ 1 ~~241704 1
TESTER , F'ijB , (~('ERTZ 1 :'-~24 171 1 1
TE~:; iF I LE , F'tJE: , ':;CIEF:.TZ 1 ;'~241 71 7 1
TE=3TVr1 · PiJE: , CiCtERTZ 1 :"~244257 1
'JDC · F·tIE~ I GCtE~:TZ 1 ~'~27524 7 1
'J[.'C:CPL t FtIJE: .GOERTZ 1 ~'~235731 1
U[)C:LIT I L I F'iJE: ,GOERTZ 1 ~~244435 1
tjLf)SET , PIJE: · GIJ£RTZ 1 ;'~275325 1
fJSER I t·j IT. FrijE: .GOERTZ 1 ~'~275336 1r IJT817 · F'tlE: , GCiERTZ 1 :',:275350 i
;<>{>-~ · PLI8 , J':;;C'ERTZ 1 :':27541 7 1
~<>~~<p , F'lIE: , l~f)ERT2 1 ~'~275601 1
x"lZP · PIJE: , (~r)ERTZ 1 ~'~2756 i 1 1
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event that a load was aborted. This dialog was done on a
Series 44 with one 7925 disc.

o, TYPE= 0, SUBTYPE= 9

100: ·, • I I I I • • , , ·• • • ,
110; • .• • • I , , • I • • , • • •
120: I , ·I • • I • I • • I I • I •
~.30 : · I • ·I I • ·• I , I • I I'

1401 I I , I ·I I I · I · I ···· ~150: ·I , · I I I I I , , I ·I I •
1(,0 : ·.. · , ··.• I ·• • ·I , ·170: I . I , I • I · I · I , ·I I I

APPENDIX B

The following is a sample dialog showing how to use
SADUTIL to set the cold load id's on disc. This is in the

-)start
,,:~ -.. ')'':

J-.IP32033C. FO I D3
Wl-fIel-1 OPTJON <~JARMSTART/CO(11..START>? COO
ANY CI-IANGES'?
STACK MARKER TRACE

1 3SS2 ~0003S 174 MAINSEGi
o '13 iOj037 4 BOOTSTRAP

ER R'OR :1J:20 1 VOI_UMF: T'AB1...E DESTR OYED - MlJST RELOAD

rtAl_T 4
.l~ )·b.Q.~.Jl ~~
p.... , ..

l> 1Q nll.9.Ji.tli";LjJ t l.l:~.U....:c:!.Vi.t1:..~_R.L~tll' 1 OIl':'_Q...L...Q.J~ , '
".r.~n;t~.r~.....,Y..Q.IJ.!-e.U..9.r..!!t'L~..r:L~.L_tlY..P..f_.l:tr~l.:f._t:.~~r.,,-,~.llgr....9.t.'_J_n.f:JlJ:!''''~..l!.o n ).

~,~ ,l.SADUT IL. ,
Disc: lJ·t.ll.lty· AO~o' O~ (C) 1"1ewlet,'r"Pf.1cJ(l1rd Co I' ,.~.97(:)

LIST LO~lCAL DEVI~E~? Y , ,
LpEV DRTi. \ l'NIT TYPE:' Sl.lftTYPE

DISC CONF1GURAT10N 'CHANGES?, Y
1_0GI CAt. D.1::VICE? '~.
DRT'? .89
UNI'T?" 0
TYP'E? 0
SUBTYPE? "9
LOGICAl. nr::VICE?
LIST l..OGI1CAt_ DEVICES,? ,Y

LDEV DRT UNIT i l'YPE' SlJBTVf.)E

1 89 0 0 9
SERIAL DEVrCE C~ANGES? y
DRT-? 73 ;
UNI:T·? 0
TYPE? 24
SUBTYPE? 0
ENTER FUNCTION I PDSK' 1

ENTER ADDRESS':r 0, 1 ; A'
LDEV= 1, DRT= -89, UNIT=
SECTOR % 0

0: SYSTEM DISC I I II

10& 3000MH792SUO. I II

20 1 • I I I I I I •• I I I I • I I

30: I 1'1' • 1.1.1.1' ••

40: I" I' • 1" I I I I • I'

SO: I I I •• I I , •• I I I • I I

60: . 1.1 I I • 1.1 1.1 •• I

7 0 ~ •• I I •• I , • I • I I I , ,
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ENTER AI)DRESS: U , .L .> W

SECTOR % 0
0: 0·51531 05:1.524 042S1.'S 020104 044S23 041440 OOOOij. 001007

10: 031460 0300/-,0 04i)S1.0 O~~547i O~j.O(,S OS2'~()O 000000 000000
20: 000000 000000 000000 OOOO()() 000000 000000 000000 000000
30: 000000 000000 000000 000000 000000 000000 000000 000000
40 : 000000 000000 000000 000000 000000 000000 000000 000000
SO: oonooo 000000 000000 000000 000000 aooooo 000000 000000
bOt 000000 000000 000000 000000 000000 000000 000000 000000
70: 000000 000000 000000 000000 000000 000000 000000 000000

100: 000000 000000 000000 000000 000000 000000 000000 000000
110: () 0 00 0'0 000000 oaoooo 000000 000000 000000 000000 000000
120: 000000 aonono 000000 000000 0(10000 000000 000000 000000
i30~ 000000 000000 000000 000000 ()(l(}OOO 000000 O(l(l()OO ()(l(lOOO
140: 000000 000000 000000 000000 000000 000000 :000000 000-000
iSO~ 000000 000000 000000 000000 000000 000000 000000 000000
160: 000000 ooonon 000000 O(lOOOO 000000 000000 oooooa OOOOOtl.
170: 000000 000000 000000 000000 000000 OOOO(}(l 000000 000000

ENTE:r~ '~DDRESS'I 28,1}0
SECrfJR % 34

o: 000056.000136 000026 000020 '0',43600 1·7301,0 030·263 .026674
10: () ~:.! 'f:) (,74' 0 0 0 011 OOtOO'7 (l 0 1. 1. '7 j. O',() 0 (l (1 0 000 j.3(") 000000 (l~?; ~~ () 0 0
20, 000003 000020 000000 O~.37i(:) 013560 024()()O o(l 0.0 00 o(l () 0 O~)

30 ~ 000264 000020 000000 002004 oonooo o0 O:1.3~ :000000 O~~:~O40
40, 000000 03:5120 oaoooo 03~3320j. 000400 033~)3~} 000400 03:5S40
SO~ 000000 o~.372:'5 000000 (1:1 ~~72~) 0 0 0 (l 0~3 000003 000220 o:~fJl,1 '7
601 000000 . 0322~J2 ooo~:?oo 04~~30 0 000000 O:~2i=Si 002000 0403'0 (l
70: 000000 032252 000200 042500 000000 O:~2276 000400 042700

1001 000000 032277 000007 (} 3~)(:) j. 0 000000 07 j. ,·SO 000060 037037
. 110 1 000000 071(,75 000170 "03711.7 000000 07t701 OOOOS~:; () 373~O 7

120: 000000 071713 000:1.0(') 0375S4 OOOO()() 07t741 000170 03'7:'564
130: (l00000 0'71 7~~7 030~~63 04:5(,00 000000 07t770 003S44 i '74~~'O 0
1401 000000 000004 01.4 j. 0 0 1(:>Oj.OO 000000 0:1.3'731 02~)·744. 1321.00
150: 000000 014012 004t20 125700 000000 01.4142 oOSO(,O 1 ~~ (} ()~O 0
j.60: 000000 o1.4i~.)3 003734 ii4f)OO OO()(lOO o:l.4~:?1.0 o0 i)t~~)4- 1. Of,30 0
170, 000000 014230 003S44 i O~?SO 0 :0. 000() 0 :. ,,0 j. 4 ~~62 003024 077400

':"ENTER t!~DD'R Es'sfi %717~i';:i ;0
SECT()R' % 7174j......

oI 000004 001007 000000 000:000 000000002016 001010 000000
101 000000 000000 000000 000000 000000 000000 04(,S10 033'171
201 03~ OoS OS24~,O 000000 000000 000000 000000 000000 O~~~i\O0
30: 000000 024000 00041.0 000000 000000 000000 OOOO()() 000000
401 000000 000000 000000 000000 000000 000000 000000 000000
SO : 000000 000000 000000 000000 000000 000000 000000 000000
60 t 000000 000000 000000 O(lOOOO 000000 000000 000000 000000
70 : 000000 000000 000000 000000 000000 000000 000000 000000

'100: 000000 000000 000000 000000 000000 OO{)OOO 000000 oonooo
110: 000000 000000 000000 000000 000000 000000 000000 OOtlOOO
120: 000000 000000 000000 000000 000000 000000 000000 000000
130: 000000 000000 000000 000000 000000 000000 000000 000000
140: 000000 000000 000000 nooooa 000000 000000 000000 000000
150: 000000 000000 000000 000000 ooonoo 000000 000000 000000
1601 000000 000000 000000 000000 000000 JOOOOOO 000000 000000
170: 000000 000000 000000 000000 oooooa 000000 000000 onoooa
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ENTEI~ ADJ)r~ ESS :
ENTER FlJNCTION": EDIT

....' -h)'MOD I F'y" ~:-6;'~:~':7 ; j,

SECTOR % 0
7: 001 007 1"= 0 00 O~O 0

WRITTEN
>MODIFY.28,%12,1
SECTOI~ % 34

-·----·i-2..1--0·0·~-0_0_7_~_O~- ..... "WR'ITT-EN' _.....,_.._...._. . ..... "
"·-->"M·b-~["i::Y-.~ 28) "32, 1

'. SECTOR % 34
'" 32: OOOOO·O·~·~OO·OOOO

WRITTEN
.. ">MODIFY ':>:7174':1.,1,'1
---. "sE(~TOr~ % 7.~.741

i: 001010':=000000
WRITTEN.' . ~ >

ENTER FUNCTION: STOP
END OF PROGRAM.
E;11.tt"!r Your PrograM NaMe (type HELP Tor prograM .inforMation)

:~">StART .
IS IT OK TO ABORT SYSTEM (Y OR N)?Y

r i. ")

t-IP32033C • FO •D3
WHICH OPT10N '(WARMSTART/COOLSTART>? COO
ANX CHANGES:?
**WARNING** DEFAULT VIRTUAL,MEMORY SIZES ~EING US~D .

DAT~ (M/~/Y)?t/3/82

TIMF: (H:M:->?i6t36
SUN, JAt~ 3, 19~12,. 4:;36 PM? (Y/N)Y

..LOG····FII.E···NUMBER 634 ON
···--·*WE:·i~COMF:*

I HE1_L.() OPFRATOR. ~YS) I-IIPRI
16:36/i?/SPt6/SPOOLED OUT
i6136/~S~/~3/'-OGON FOR~ OPERATOR.SYS,OPERATOR ON LDEV t20
1-1P3000 / MPJ=:: IV C.FO.D3. Sl.IN, ,TAN 3, 1982 , 4:3~ PM
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APPENDIX C

The following is a sample dialog using SLEUTHSM
to zero out the volume label on a disc. The dialog for
SLEUTH, used on Series nlIII machines, is simil~.·

-)LOAD
Ipl

The method of loading the diagnostic is different, since
SLEUTHSM is run as a program under AID, while
SLEUTH is a standalone diagnostic.

Dlagnostic/UtllJty SysteM Revlsion 01.01
Enter Your PrograM NaMe (type HELP for pro~raM JnforMatlon)
:AID

AID 01,01

) 10 LOAD SLEUTHSM
Pro CJ r Q ,"'t ,_ (l 0 ded' !
The Ne>:t (.~.vQ.i.l(:Jbl\~ S.tateMt")nt NUMber 1s
)5000 DEV ~>1i,i>100)O

)S010 DB AA,128.,O
>SO 2 0 ·WD 0 1 AA ( 0 ) ) 3 >0 ) 0 ) 0
>S030 END
>S040 RUN

End of AID user prograM
>5040 EXIT
Coli·P J. r~ M you Wr.t n t t 0 F:RASE the cur r en t pro gr Q M (Y 0 r N)? Y

D.L a<;J n 0 $ t .i c /lJ t 1 J J t Y ~Ys·t eM Re \' J$.l 0n 01 • 0 i
Enter Your Pragr"Qf\' NaMa (1·ype 1~'~l"P ·For' progrr.tf"e .i,,·ParMatlon)
:SADUTIL
Disc UtJlJty A01.03 (C) Hewlett-Packard Co., 1976
LIST LOGICA1.. DEV:rCES?
DISC CONFIGURATION CHANGES? Y
LOGICAL DEVICE? 1
DRT? 89
UNIT? 0
TYPE? 0
SUBTYPE? 9
LOGICAL. n'::VICE?
LIST LOGICAl.. DEV1CES? N
SERIAL D~VJCE CHANGES? Y
DRT? 73
UNIT? 0
TYPE? 24
SU'E(1·YPE? 0
SYSTEM DIRe UNJNJTIALIZED

1-58 -11



ENTER FlJN(:TION: PD~H( 1
ENTI:::R (.,I)DRESS I O>1~A
LDEV:-.:. i, DRT:-.:: (}9, UN:r.Tr.:: 0, TYI' ,:::-.:: o, ~)UBTYPE= 9
SECTllR % 0

o~ 000000 000000 000000 000000 OOOO()O 000000 000000 000000
iO~ 000000 000000 0,000,00 000000 OOOO()(l 000000 000000 000000
20: 000000 000000 000000 000000 ,OOOO()() 000000 000000 000000

.,

30r 000000 o0 () 00 0, 000000 000000 O(l(lOOO 000000 (l·OOOOO 000000
40: 000000 000000 000000 000000 000000 000000 000000 000000
SOl 000000 OOOO(l() 000000 000000 (}(lOOOO 000000 000000 000000
(:)0 : 000000 000000 000000 000000 000000 000000 000000 000000
701 000000 000000 000000 (l00000 000000 000000 000000 O(}(l(lOO

100: 000000 000000 000000 000000 ()()(lOOO 000000 000000 000000
1iO~ 000000 000000 OOOO(}O 000000 000000 o() p·O (l 0 000000 (lOOO(l(l

i20~ 000000 000000 (l 0 () 0.0 (l 000000 000000 OOOO(l() 000000 000000
130: 000000 000000 000000 O(}(l(}OO 000000 000000 000000 O()(l()(l{l

140~ 000000 OO(}OOO 000000 000000 ()(10000 o() 0 (l 00' '000 () 00 O(}(lOOO
1S01 000000 000000 .. 0000.00 000000 O(l(lOOO ,000000 000000 000000
j.£"O \ 000000 oon.oo()' o(l 0 0' (10 {l()OOOO O{)OOOO 000000 .000000 000000
1'70 ~ OO(lO(}(} OtlOO()(} 0000.00 O()()OOO 000000 000000 000000 000000

ENTER AnDRESS:
ENTE:I~ FlINCTION: $TOP
END OF PROGRAM.
~nter Your Progrot... Nr.1Me ( "t YP\~ I,EL,P ·r~ 0 r pr"ogra,.,. .i.n·P:OrMQ t! on )

-)LOAD
IS IT OK TO ABORT SYSTEM (Y OR N)?Y
)

l-IP32033C. FO ,D3
WHIC1"l OPTJON <C01.DSTART/R'~LO("'D/UPDATE >? REL .
WH I C1-i orT:r ON <SP RF:AD/COMPAC1' /R F:STOI~F:'/AC(~r)l.lNTS/NlJLL ) l' Ace
ANY CI·IANGES?
NON-SYSTEM VOI_UME ON LDEV 1
ADD TO SYSTEM VOI..l.tMI:: SE'r? Y
ENTER VOI..UME: NAME'? MH7(l~~~:)U()

LOGICA1_ PACI< S:rZI:: :rN CYI_:tNDt:'~S = 81S,?
SUSPECT TRK LDEV i1 CYL=23 1..IEAD=6 (SECTORS %32S0'O-%32577)

,.PELETE OR REASSIGN? DEL
BANK 0 DEPENDENT MEMORY USED - 26884

DATt=: (M/D(Y)? :t/3/.82
TIME (H:M)?16:!7
SUN, J~N 3, i98~, 4157 PM? (Y/N)Y
LOG FIL.F: NUMBEJ~ 633 ON
*WE'_COMF:*
lHELLO OP~RATOR.SYS;HIPRI

16:S7/1~/SPt6/SPOOLED OUT
16:S7/:U:S1/'3/LOGON FOR: OPERATOR.,SYS,QPERATOR ON LDEV :ft:20
.HP3 0 0 0 / MPF: .1 V C, F 0.• D3 • SUN,:rAN 3, ~ 982 , 4 I S7 PM

~ FILE T >DE=VTAPE ~ !, :
FILE: T,DEV=TAPE
. : R,ESTOR E *T"} (~ ,(~ • @') OLDDATI~
?16 : S7/,:1I:Si/.i3/1.J)EV:}'r FOR liT II ON TAPE (NUM)?·
=REP1_Y 13, 7'
i~ : S7/9 /'VOl_ \JNL.AIcEI..I_ED MOlJNTF:D ON '_Tll:::V:U: 7
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FILE·S I~ ESTOI~F:J) .... j.86

FILF:.S NOT RF:Sl'Or~ '~'D
_.

~:!.~)

FILl::: • GROlJP •AC~('llJNT FI '_I:::~31::T RF:A~~ON

CATAt.OG •P tJFi .SYS 1 E(U~;Y

C:ONl=JlATA •PlJEI • Sy~:\ ~ E~lJF~Y

DE~)RCC •P lJr~ •SYF~ i EH.I~3Y

I-IIOl_PRTO •PlJfl • Sy~~ i E«lJ~~Y

1-1 I nr1T>BC1. •P lJB .SYS i ·OUSy
J.-l I 01' ("",PEO •P lJJ:"t • ~1YS 1 r{l.l~~Y

HlnTl~RMO • PlJT:t .SYS i 1) I..J SY
INlr~ • ':)lIB .SYS i E~LJ~3Y

INI'fIAL •PlJrc , f3YS :t I~l.J ~3Y

Ii • l.OA.P " I~J.J):( •~?YR :t l:H'~~ y

LOAD~I("'P •PlJFt • Sy~\ :t l~lJf:~Y

I... OG • PlrF.c ISYS 1 'l:(lJ~)Y

MAI<rCAT • PlJfc • SYf~ 1. ItU~3Y

MEMI .. OGP. •PtJB ,SYS i l:{LJSY
PF (ool I I.. I 1:) I..JJ~ .SYS :t EtlJ~~Y
PROr;l;-N •PlJEI •~3YS i E(U~3Y

PVPRC1C •PlJB •r:>Y~3 i E(Llf,Y
SDFCI..1CCI( I P lJf~ • ~3Yf) 1 I(U~~Y

ST>FCOM •PlJB .SYS i 1)1 J~3Y

SDI=-GEN •PtJE< • f.{YS 1 BlJSY
SDFL.OAD •PlJr-t .SYS i E<lJ~,Y

SEGJ)Vl~ •PUE~ • f3Y~~ 1 BLJ~3Y
Sr::r;PROC • PlJB .SYS 1 BlJSY
SYSDUMP •PlJB .SYS 1 EIU~~Y

lJCOP .PUB .SYS i I:H.JSY

:BYE

CPU=4S. CONNECT=9. SUN, JAN 3, 1982, 5:06 PM
17 t 06/:1:8 j /1 3/1_0GOFF

=SHUTDOWN

H.e.LT 0..
::l.
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APPENDIX D

The following is a sample dialog showing how
SADUTIL can be used to list and recover disc ftIes.

=SI-IUTDOWN

These are then restored using RECOVER2.

SESSION ~DORTED BY SYSTEM MANAGEMENT
CPU=i. CONNECT=~. SUN, JAN 3, '982, 4~36 PM
16 l3(:)/:r..s~ 11 ~3/1 .. 0GOFF
16: 36/:1 lAt... '.. JOEc~) l..rlGGED OFF
SHUT

D1Qg '"' 0 ~ t .t c / lJ t .i J J t y Sy1; t e M Rev.l ~ .i. 0 n O:t. (),j.
En t ~~ ,.. 'y' 0 ur Pr\ () ~J r~ r.J c·, Nil M~! (t \' fJ \~~ 1"11:: 1_P ·r 0 r~ p Y" ag r (3 "l .i I'·P 0 r M r.J t .i 0 n )
1SADlJTIL
D15c UtJIJty AOi.03 (C) Hewlett-Packarrl Co., 1976
LIST LOGICAL. DI::V:rCES? N
DISC t~oNr::rGlJRA"rJ(lN (~I·IANGES? y
LOG.:r Cf'l... Dt:"~J I CE? 1
DRT? 89
UNIT? 0
TYPE? 0
SUBTYPE? 9
LOG:r Cf.,I. DC~'ICE?

LIST L.C1GJCAI.. Dl::-V1CES? N
SER1Al DFVICE CHAN~ES? y
DRT? 73
UNIT? 0
TYPE? 24
SUBTYPE? 0
DRT ~09) UNIT ~o NOT READY
DRT CC9, UNIT 10 NOT READY
ENT~R FUNCTIONI PFIL
ENT~R' NAME~ @.PUB.GOERTZ

ACCOllNT = GOERTZ GRnUr := PUB

BADI_(.lF:E 1...
CRAR1·12P
DECnr'tPl,
DWNTC1"
FLAEc[ L
FTNlJSL
IDG~t:N

PIes
RTMX
SL2
SPD4·E:OO
SPLs·rI)
TEST
UDClJl·IL
XYZp
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FcANN'~R

CRAr~I"lr

DJ RMf..lTCI·1
D~JN·r~~Tr'

Ft.IMrT
(~I~T~31·r~NG
1( 8AMR"F:I_J)
p:rcs~

SE(1)ROG
SI.PM?,P
SPL.
SPI_XREF
·fESTER
lJI~Dsr:·r

COPYL. :rFc
(~,~ At31·n.l
D:r SCADI)'~
ENTl~YPN"r

FI.. l.rrJ I. :\
Gl~nf)(~,·n·IA

I.. AFI,TOF:
p:r CTF:~T
SEP3?9
SI_PMAPP
SPL~~

SUSTR(~CI(

TE~3TF·:r 1..r:
lJSEr~ J N:r or

COP YL rr·lI(
DIt Ec lJ 1::- ,~ 1:-- I~
D8(~AN

I~Vl::1~ (~R N
I=OR 'rR (.,N
GRDTr::~l"

L. r ffl~ I::~~·r

p:r CT1:;'~Ti
SE:T(~or:(l'

SI..PM(',P(~
~)P I_I.. f.)!:
S1JJJT(:I·1
TF:ST\'~'
l.tT8~ 7

CRASH
Dffl~:r Z(-\~ D
DS(,~(",N°l ~rr

EXAMPL 1::
FTN'_J~~l·

GRDTr~Tr·

I..IMCI·ING
PR r Nl'r:R
SET'fI)r' t~
f.4M
SPI...I..f.lf:c
TAPI=:I.AFc
UDC
xxx

CRASH2
DI~:cor·1~?

DlJANr:
I-;'X('~Mr L.er
FTNNr:~J

. :rn
I..STAI.I.OC
QJ.) I'SP l. (.lY
SI.
SOO
SP L.I_f.lI::i
TF:RMJn
1.11)C~Cr l.
XXXP



1:.N'1' EI~ NAM E :' E~ (4 f~ i\C I;;. f\ • I·.r W.t·:c , (.~ (] r:~ RTZ .r; 1

ACCOl.tNT = GOERTZ GROlJP = PUB

BANN1:--1~ 1

ENTER NAME: BANNER,PUB,GOERTZ,2

ACCOlJr~T = GOERTZ GROlJP = PUB

BANNF:R j.2/ 1/81 121 1181 121 ~/81

.~- .. _ - -~--_ -._-- .-.._.- _... . .." --_. ~-~._.._~ _,....,E'Nr' E-'~" "-NAf-{E"i"-'-- " _... .. .
..... ·EN·T·F:'1~- ·Flji~(~T·IOj\fi· .. h SAVE -_·_·· ..·T····· .•

r~ EADY sr..:,~:r AI_ DEV leI:: F:'OR WR I l'E~

FI LF: r~(,~I1~ (OR t.D1:V:P:, %Sl::(~'ro,~ ~~DDR ESS )?,w"i -;··%·73(j'j~·7· - ..
BADI_(,r:r1. ,PlJEc ,G()1:::'~T7 - CflN'rF:N'r~;~ OF' I..ABE1_
RETRIEve THIS FJLr (YIN)? Y
BADI...(..,r-cr~I_. PlJFc • Gt:lF:I~TZ 1 7~O(17

FILE NAME (OR LPeV*,%SECTOR ADDRESS)? BANNER,PUB.GOERTZ
DATE?·
BANNER ,PUB tGOERT~ i %73~43

FILr==: NA~\l~~ (OR L.DF:V:p:~%Sr::(~TOR ADDRESS)? COPYLII~,PUB,GOERTZ

DATE? .
COPY1_:tF~ .PlJB ,GOI:RTZ 1 "7:~400

~ILE NAME (OR In[V~,%SECTOR ADDRESS)? 1,%75754
COPVL.J I:1( ,PlJI~ . GOr"~RTi: - CON'rENTS (lr I_ABEL
RETRIEVE THIS FJlF (YIN)? Y
COPY1.JFCK t PlJEc t GOERTZ :t 75'7S4
FI'_E N(\ME (OR' t.DE\hP=,,%SECTOR ADDRESS)?

ENTER 'FUNCTION', STOP
END OF PROGRAM.
Enter Your PrograM NOMe (type H~lP far progroM Jr,forMatlon)
1
-)SSTART
INVA'.ID - lJSE I-IELP

InvolJd CoMMand ~r input
Enter Your PrograM NaMe (type HELP for pragra~ Jnf~rMQtlon}

-)START
IS IT OK TO ABnRT SYSTEM (Y OR N>?Y
)

HP32033C.FO.D3
WHlf;I-I OPTION <WARMSTART fenDI..START >1 coo
ANY CI'IAN~E'S?

DATE (M/D/Y)?1/3/82
TIMI=: (H:M)?16:43
SUN) J~N 3, 198c) 4:4~ PM? (Y/N)Y
LOG FIt.1=: NUMBER 635 ON

~ *WE1_COr·,E*
\
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MOl.1Nl'F:D ON 1...J.)t~V:1: 7
i 001 000'72'733
i 00j. 000'7 ~~ 0 :t 0
j. 0010027(:>217
:1. 00100073071

TAPE (YIN)? N

: HEI.. 1... 0 01' F:R ATOR • Sy~~ ; '--lIP RI
16:43/1~/SPt6/SPOOLED OUT
i6:43/ISj/13/LOGON FOR~ OPERATOR.SYS,OPERATOR ON LDEV 120
~'IP3000 / MPE I\J (~.F().D3, E)l.tN, JAN :3, ~(7~)2, '.~4~~ PM
:HELLO MANAGER.SYS

CPU=i. CONNECT::::j. SlJN, JAN 3,1982, 4:43PM
i 6 : 43/:1:8 ~ / ~ 3/L.(J(~(11:'1::

16 ~ 43/:P:S~/14/1..0r;(1N FOR: MANAGER. SY~l, Pl.Jf{ ON LDEV :11:20
HP3000 1 MPE IV C,FO.D3. SUN, JAN 3, '982, 4:4~ PM
:RUN RECOVER2,PUB.SYS

RECOVER~ COO.OO (C) HEWLETT-PACKARD ~O., 1976
WISH oro l<F:l:::P E:XJSTJNG cop:rl:~f.~ OF F:rL.I:::~~ (Y/N)?N
? 16 : 43/:':82/:t S/I_l)I:-:~J:l~ FOR "r~ F:~O~)TP It Clt'l T (.\1:) 1~ (NIJM)?
=REPLY 15,7
16: 43/9/VllL. UNL.AfCl;:L.I_ED
BADL.AElF::l_ •PlJB , GOF:J~TZ
E(ANNFI~ •PUEc ,r::OI:-'RTZ
COPYLIB .rUB .GOERTZ
COPYLIBK.PUB ,GOCRTZ
IS THERE ANOTHER RECOVERY

END OF 'PRC1GRAM... ~ _..

CPU=9. CONN~CT=~, SUN, JAN ~3, 1982, 4~44 PM
16:44/tS~/14/LOGOFF
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